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Ms. Marlene H. Dortch 
Office of the Secretary 
Federal Communications Commission 
445 12th Street, S.W. 
Washington, DC 20554 

Re: Certification of CPNT Filing (February 6,2006) 

Docket No. EB-06-TC-060 
EB Docket NO. 06-36 

Dear Ms. Dortch: 

In compliance wcuc the FCC’s Public Notice, DA 06-258 (released on February 2,20061, NTS 
Communications, hc., hereby files its report providing its annual CPNI officer certification and 
accompanying statement explaining how its operating procedures ensure compliance with the 

Should you have my kpestiOnS or need additional infomation, please contact the undersigned. 

General Counsel 

cc: Mr. Byron McCoy (FCC) 
Best copy arld Printing, rnc. 

5+7 W .  Loop 289 

Lubbdck. TX 79414 

1.BQz0.656.2158 

. fax  : 886.797.9897 
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ANNUAL CERTIFICATE OF COMPLIANCE 
WITH CPNI REGULATIONS 

I, Brad Worthington, an oficer of NTS Comunicatims, Inc., (hereinafter “the 

Company”), do hereby certify that to the best of my knowledge and belief, the Company 

has established operating procedures that are adequate to ensure compliance with the 

rules in 47 C.F.R. $5 64.2001-64.2009. The statement accompanying this certil3cate 

explains how the Company’s operating procedures ensure that it is in compliance with 

those rules. 

OEcer’s signature: 

Date: zILID 



OPIXATING PROCEDURES FOR COMPLIANCE 
WITH CPNI REGULATIONS 

Every employee of NTS Communications, Inc. (the “Company”) has a duty to protect the 

confidentiality of customer proprietary infomation (TPNI”), as defined in 47 U.S.C. 0 222{f). 

A violation of the Company’s operating procedures will result in disciplinary action which may 

resuIt in immediate dismissal without warning, 

The Company provides both local exchange service and long distance telephone service. 

It is the Company’s policy to use CPNI for any prohibited sales or marketing activity. 

No Company employee shall disclose CPNI to any Company affiliate or other third party 

unless such disclosure is required by a lawful subpoena or is used for the following purposes: 

(1) to biIl or collect payment €or the Company’s services or (2) to protect tbe rights or property 

of the Company or its customers. A Company employee that receives or obtains CPNI for the 

purpose of providing any telecommunications service shall use such information only for such 

purpose, and shall not use such information for any prohibited marketing purpose. 

A Company employee shall disclose CPNI only upon an affirmative request by the 

customer and only after vdidating that the person requesting the information is the person listed 

in Company records as the authorized contact for the account. For residential customers, the 

validation process includes asJ&g the person requesting CPNZ for the last four digits of the 

customer’s social security number and only disclosing the CPNI if the correct four digits are 

provided. No Company employee shall disclose CPNI to a person other than the customer unless 

the customer provides written authorization afhnatively requesting that the customer’s CPNI be 

disclosed to that person. 

The Company keeps a record of all instances where CPNI is disclosed or provided to 

third parties, or where third parties are allowed access to CPNI (hereinafter referred to as ‘%e 



CPNI record"). An employee that discloses CPNI to a third party or allows a third party access 

to CPNI must add to the CPNI record the name and address of the third party, a description of 

the reasons for the disclosure of the CPNI, the specific CPNI: that was disclosed, and any written 

authorization from the customer to disclose the CPNI. This record is maintained by the 

Company for a minimurn period of one year. 

All Company employees are required to sign a Confidentiality Agreement which 

obligates them to protect customer information. Employees are also required to sign a separate 

statement that they will comply with CPNI rules contained in W S '  Business and Marketing 

Code of Conduct. Employees who regularly handle customer inquiries are subject to live 

monitoring to ensure compliance and as necessary receive periodic reminders via e-mail or direct 

instruction from a supervisor. 

Should the Company make a decision to modify its prohibition on the use of CPNI for 

marketing purposes, it will notify all employees of any such modifications. Under no 

circumstances will CPNI be used for any marketing purpose until after the Company has sent 

customers the notices required by 47 C.F.R. 0 64.2008 and received the customer opt-in or opt- 

out approvals required far such use of CPNI. If the Company changes its current policy and 

decides to use CPNI in an out-bound sales or marketing campaign, the Company will establish a 

system which meets the requirements of 47 C.F.R. § 64.2009 (c} and (d). 
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